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It's important to be aware of and report phishing attempts in order to safeguard yourself and others from cyber threats. Phishing 

attacks frequently involve deceptive emails, messages, or websites designed to deceive individuals into disclosing sensitive 

information, like passwords, credit card numbers, or personal details.

RECOGNISE & REPORT  

PHISHING   

Phishing emails often originate from legitimate addresses with 

slight variations, such as extra letters or misspelled domains.

CHECK THE EMAIL SENDER'S ADDRESS: 

Hover over links before clicking to determine their destination, as 

phishing attempts often use links that lead to harmful websites. 

Avoid downloading attachments from unexpected or suspect 

sources.

BE CAUTIOUS OF SUSPICIOUS LINKS OR ATTACHMENTS: 

Phishing emails often trigger a sense of urgency or fear by stating 

that your account has been compromised or that immediate action is 

necessary.

STAY ALERT FOR URGENT OR ALARMING MESSAGES: 

Reporting phishing attempts quickly can prevent attacks from resulting 

in data breaches. When phishing is detected early, organisations can 

promptly take steps to secure their systems, safeguarding sensitive 

information from compromise. Always alert your IT department when 

you suspect that an email could be an phishing email. 

ALWAYS REPORT PHISHING EMAILS 

WARNING!
SISTEM MAY HAVE DETECTED VIRUSES

ON YOUR COMPUTER

REMOVE VIRUS FROM THE SYSTEM NOW 
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